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Singapore

PLAN B Media is looking to expand its 

operations in Singapore as part of ef-

forts to expand its presence in the re-

gion. 

“When you talk with analysts or in-

vestors, they probably like Vietnam 

more than Singapore as it promises 

more growth. And Singapore is very 

restricted, you can’t expand that ag-

gressively. You can’t just build signs 

and ask for government concession,” 

said founder and CEO Palin Lojana-

gosin when he was in town last week.

Plan B already has partners in mul-

tiple Asean countries, including the 

Philippines, Malaysia, Indonesia, and 

Laos.

But Singapore holds a certain al-

lure for the CEO who, together with 

his siblings, spent a number of years 

in Singapore’s education system.

“Singapore has always been some-

thing we want to put into our portfo-

lio,” he shared.

The  Thailand-based  company,  

which has its roots in out-of-home me-

dia, continues to put its faith in this 

advertising space despite competi-

tion from streaming platforms and so-

cial media which result in an increas-

ing number of commuters travelling 

with their heads buried in their mo-

bile devices.

“I get asked a lot: ‘How are you go-

ing to fight with online? How are you 

going to fight with Facebook and so-

cial media?’ But they service different 

purposes. How do you leverage them 

and educate your client to use them 

together and achieve optimum res-
ults? That is the challenge,” said Mr Lo-

janagosin.

“Out-of-home media is never go-

ing to be the top, core medium that 

can command 60-70 per cent of your 
spending. But it’s always going to be 

there because there’s nothing you can 

replace it with.”

Part of this confidence stems from 

the company’s efforts to think out of 
the box, a result of its origins.

“We didn’t have a parent company 

that owns infrastructure. So we try 

much harder, going after conces-

sions, maintaining inventories, and 
finding more assets to accumulate,” 

said Mr Lojanagosin.

The company knew it had to offer 

something more – there was a limit to 

how much they could back their 
pitches financially – so they were 

forced to think laterally often, and 

early.

For government-related projects, 

this has involved thinking of “social 
benefits” such as putting Wi-Fi on pub-

lic buses and ETA signs on express-

ways.

Plan B is also behind the world’s 

largest digital out-of-home display, 
which flanks the CentralWorld shop-

ping complex in Bangkok, Thailand. 

“It’s about putting on a show. It’s 

about innovation and making a place 

more exciting and lively. And that’s 

where the creative comes in,” he said.

Another turning point came for 

the company in 2015 after it listed. It 

alone controlled about one quarter of 

the market. Together with VGI Global 

Media, the two largest operators dom-

inated about 60 per cent of the mar-

ket, according to Mr Lojanagosin.

VGI  is  a  Thailand-listed  on-

line-to-offline  services  provider  

(O2O) and the largest out-of-home me-

dia platform in Thailand. It acquired 

an 18.59 per cent stake in Plan B 

earlier this year. Both players enjoy 

over 70 per cent market share of Thail-

and’s  out-of-home advertising in-

dustry which is worth 12 billion baht 

(S$518.1 million).

But back in 2015, Plan B was feel-

ing boxed in by its definition as an 

out-of-home media operator. 

“You get trapped by going after 

concessions and beating existing op-

erators. That’s not healthy because 

you just end up paying more rent. 

And even if you are the winner, the 

pie is only so big. So we repositioned 

ourselves to become a communica-

tions channel provider,” explained Mr 

Lojanagosin.

In 2016, Plan B started a new 

sports marketing business group and 

won the bid to act as the agency for 

the Football Association of Thailand 

and Thai Premier League.

In 2018, it acquired a 35 per cent 

stake in the BNK48 office which man-

ages Thai idol group BNK48. That 

same year, BNK48 was selected as the 

official  Thailand national  football  

team supporters.

Plan B’s managing director Pin-

ijsorn Luechaikajohnpan said: “They 

enabled us to go multi-platform. The 

girls already had a lot of followers on 

Instagram and Facebook; what is  

really strong about BNK is their loy-

alty.”

According to Mr Luechaikajohn-

pan,  BNK48  enjoys  engagement  

levels of over 30 per cent on social me-

dia, compared with the industry-aver-

age of 5 per cent. 

This, combined with Plan B’s own 

out-of-home network, ensured a con-

sistent message wherever customers 

encountered them. 

Added Mr Luechaikajohnpan: “We 

saw a very strong opportunity for 

brands to get better conversion for 

products BNK48 endorsed. This is a 

very similar model to what we do 

with  football:  strong  content,  

out-of-home to promote awareness, 

and online.”

Plan B is keen to continue working 

the sports angle, an opportunity it 

says is “under-penetrated, especially 

in South-east Asia”. 

“A lot of brands want to do sports 

but the challenge in SEA is we don’t 

have a global player so it’s a lot more 

difficult to do individual endorse-

ments,” said Mr Luechaikajohnpan.

“That’s why we need to do more in 

the ecosystem to create storylines 

about athletes. What’s the story be-

hind their journey? How do we get 

fans to be more involved from the be-

ginning of the journey, rather than, 

when someone wins a gold, then the 

whole country is interested.” 

For the latest quarter ended March 

2019, the company posted a net 
profit of 154.07 million baht on rev-
enue of 1.21 billion baht.

Engagement marketing – which en-
compasses BNK48 and sports man-
agement – saw its operating profit for 
the period jump to 199 million baht 
for the three-month period, from 19 
million baht a year ago. 

It tails the advertising media seg-
ment – comprising advertising media 
production, advertising space and air 
time rental services – which came in 
at 215 million baht compared with 
252 million baht a year ago.

Singapore 

A NEW incineration facility in Tuas 

South will turn all the rubbish collec-

ted from Nanyang Technological Uni-

versity (NTU) into valuable resources 

like electricity and construction ma-

terials.

Launched on Monday by Minister 

for the Environment and Water Re-

sources Masagos Zulkifli, the S$40 

million facility is supported by the Na-

tional Research Foundation, National 

Environment Agency, Economic De-

velopment Board, and NTU.

Over 11 tonnes of rubbish a day 

can be processed at the plant.

Waste materials  are  shredded,  

dried, and converted into gas and 

other useful by-products.

This process is called gasification, 

where organic or fossil fuel-based ma-

terials are converted into carbon 

monoxide, hydrogen and carbon diox-

ide. As the waste is mixed with bio-

mass charcoal, the furnace turns up 

the heat to 1,600 degrees Celsius. In 

comparison, conventional mass burn 

incinerators operate at around 850 de-

grees Celsius.

The plant may one day be used to 

process  medical  and  hazardous  
waste as its ability to burn at high tem-
peratures makes it capable of killing 
harmful pathogens.

These same high temperatures 
convert rubbish to synthetic gas, or 
syngas, which is mostly composed of 
carbon monoxide and hydrogen. 

Syngas can be used to produce 
electricity, and converted into liquid 
fuel as well.

The remaining rubbish is conver-

ted into recyclable metal alloys and 

slag – a glass-like material that can be 

used as a replacement for sand and 

concrete.

Mr Masagos said: “The facility in-

corporates various plug-and-play fea-

tures to facilitate test-bedding differ-

ent aspects of gasification techno-

logy. It also provides hands-on educa-

tion and practical training that will 

help grow our local  expertise  in 

waste-to-energy processes. 

“To minimise the amount of waste 

headed for the incineration plants, 

we have gone one step further. We 

will recover value from ash or treated 

waste to optimise our remaining land-

fill, and keep it open as long as we 

can.”

By S Iswaran

T
HE 4th Industrial Revolution, or 
Industry 4.0, heralds the advent 
of smart and autonomous sys-
tems built upon data analytics 
and Artificial Intelligence. 

With Industry 4.0, there will be more cy-
ber-physical systems, greater use of the Inter-
net of Things, and even an Internet of sys-
tems. And 5G – with its promise of signific-
antly faster data transfer and lower latencies 
– will accelerate this trend. 

As enterprises adopt these technologies 
and evolve new modus operandi, a cyber-at-
tack can profoundly disrupt business opera-
tions.

We already see signs of this. Two months 
ago, Norsk Hydro, one of the world’s top alu-
minium producers, was targeted by a de-
structive strain of ransomware which disrup-
ted its production lines and forced the com-
pany to revert to manual systems and pro-
cesses. This cost the company up to US$52 
million in the first quarter alone.

In the age of Industry 4.0, cybersecurity is 
fundamental to fostering trust in the techno-
logies that we adopt. 

It is this trust that underpins our collective 
national digital ambitions; without it, those 
ambitions will be frustrated and remain un-
realised. 

If we believe that our future prosperity 
and security is contingent on digital technolo-
gies, we must be resolute in our commitment 
to prioritise cybersecurity as an existential is-
sue that undergirds and enables our future.

Across the globe, this trust has increas-
ingly come under siege. Cyber threats con-
tinue to grow in scale and sophistication, res-
ulting in the exposure of millions of personal 
records.

Core component 
of doing business

Recognising cybersecurity as a key enabler 
for our collective digital future, the Singapore 
government established the Cyber Security 
Agency (CSA) four years ago to provide dedic-
ated and centralised oversight of Singapore’s 
national cybersecurity functions. 

CSA’s mandate includes the protection of 
11 Critical Information Infrastructure (CII) sec-
tors, which provide essential services such as 
transport, water, and energy. 

The government also passed the Cyberse-
curity Act last year, which places legal obliga-
tions on CII owners to adopt mandatory cyber-
security measures in their systems and con-
duct regular risk assessments and audits on 
their CIIs.

However, cybersecurity is not, and cannot 
be, solely the government’s responsibility. 
Private organisations must also treat cyberse-
curity as a core component of their business 
and view it as a strategic investment that un-

derpins business continuity and competit-

ive advantage. 
Board chairmen, directors and CEOs 

have the responsibility to safeguard public 
trust and confidence in the digital technolo-

gies that their companies will increasingly 
adopt.

To be effective in cyber defence, an or-
ganisation’s effort must focus on three 

areas – technology, processes, and people.
First, technology. Organisations can ad-

opt a “defence-in-depth” approach. Today, 
the norm in many organisations is to mon-

itor their perimeter to stop intruders from 
getting in. 

As cyber-attacks become prevalent, we 
must assume that attackers may already be 
in our networks, lying dormant until an op-

portune moment to strike.
Hence, we have to change the way we 

design and monitor our networks. This en-
tails assessing what needs to be safe-

guarded and setting up multiple layers of de-
fence.

Organisations should implement the ap-

propriate technology to not only prevent, 
but also detect, and respond to cyber-at-

tacks. This includes stronger encryption for 
data; heightened monitoring of database 

activity; and an integrated system to rapidly 
isolate and contain the infected systems. 

The measures adopted should be com-
mensurate with the sensitivity of the inform-

ation. Privileged access to an organisation’s 
“crown jewels” should be accessible to only 

a tightly-controlled group of people. 
The cyber equivalent of tripwires, surveil-

lance cameras and alarms should be in 
place to monitor access and detect suspi-

cious activity.
Second, on processes.  Cybersecurity  

should be viewed as a risk management is-

sue that requires balancing between secur-
ity, usability, and cost. It is not just a tech-

nical issue, and, as with all high-level risks, 
it must be managed at the appropriate level 

of leadership.
Take, for example, the implementation 

of two-factor authentication (2FA). 2FA en-

hances security but causes inconvenience 
and diminishes the user experience.

This can have a real impact on organisa-
tions, especially if applied in time-critical op-

erations such as the emergency depart-
ments in hospitals.

Decisions that entail a trade-off between 
security, usability and cost must be made at 

the right level of the organisation’s decision 
hierarchy – by leaders who have the account-

ability and oversight of operational and 
business imperatives. 

Organisations should therefore review 
their organisational and reporting structure 

to ensure that cybersecurity issues – from 
the escalation of security incidents, to the al-
location of resources – are flagged to the ap-

propriate level within the leadership team. 
For  example,  cybersecurity  teams  

should not be too far removed from key de-
cision-makers such as the CEO or chief in-

formation security officer.
Additionally,  organisations  must  de-

velop contingency plans to ensure that appro-
priate procedures are in place in the event of 
a cyber-attack, such as incident response, 
crisis communication, and business continu-
ity plans. 

These plans must delineate clear roles, re-
sponsibilities and actions. Like fire drills, 
these plans must be exercised regularly.

Last, the people factor. Today, organisa-
tions rely extensively on technology for their 
day-to-day work. As a result, the responsibil-
ity for cybersecurity accrues far beyond the 
IT or security personnel. 

Front-end users are often the weakest link, 
as sophisticated social  engineering tech-
niques, combined with human error, give 
threat actors the means to gain a foothold in 
the network. 

Based on Symantec’s 2018 Internet Secur-
ity Threat Report, an average user received 
about 16 malicious e-mails every month. For 
an organisation of 500 employees, this would 
mean almost 100,000 threats a year, which 
underscores the scale of the problem.

The silver lining is that the vast majority 
of cyber-attacks, like malicious e-mails, are 
not highly sophisticated and can be averted 
by raising the basic level of cyber hygiene 
throughout the organisation.

This involves developing a positive cyber-
security culture within the organisation, and 
raising the level of cyber hygiene for all staff – 
such as using strong passwords, patching 
software regularly, and learning to spot signs 
of phishing. Board members and C-suite exec-
utives must lead by example.

Collective responsibility

Our increasingly digital and hyper-connected 
world presents us with vast opportunities. 
But we must address its attendant risks. 

Cybersecurity is not a static, technical 
arena; it is a dynamic, contested space where 
skilled, cunning malicious actors are always 
trying to find ways to get past our defences. 

Cybersecurity is also borderless; attacks 
can come from anywhere, at any time. In 
short, the threat is serious and evolving, and 
we need to stay abreast, if not ahead, of the 
curve.

Corporate leaders must carefully consider 
how they can enhance the cybersecurity pos-
ture of their organisations – and by extension, 
that of Singapore. If we all do our part and em-
brace this collective responsibility, together 
we can build a safe and trusted cyberspace 
for Singapore.

❚ S Iswaran is the Minister for 
Communications and Information and the 
Minister-in-Charge of Cybersecurity. This is 
part of a keynote address that he delivered 
during a closed-door forum, targeted at 
C-suites, on May 21.
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Cybersecurity as a strategic investment for businesses

“We saw a very strong opportunity for brands to get better conversion 
for products BNK48 endorsed,” says Mr Luechaikajohnpan (left). 
“Singapore has always been something we want to put into our 
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To keep cyber-attacks at bay, organisations must raise the level of cyber hygiene for all staff – such as using strong passwords, 
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